
Cyber Security Training Objectives 
and Outcomes (Questionnaire) 

  
  
Questionnaire Overview  
 
The answers to the following questions will allow you and by extension your organisation to 
identify who should be trained, what they should be trained on, what outcomes the training 
should have and how those outcomes should be measured.  
 
Based on the answers to these questions you will be able to select training programs and 
configurations that best suit your use-case.  
 
Each question will require you to consider the skills and behaviors your organisation needs 
to develop, and the metric required to measure said development.  
  
 
 
Identifying Challenges  
 
What are the main three challenges your organisation faces with regards to cyber 
security?  
 
 
 
 
 
 
 
How do the three challenges identified above relate to training?  
 
 
 
 
 
 
 

Setting Objectives  
  
What are the skills required for your staff members to meet the objectives laid out 
above?  
 
 
 
 
 



Which of the skills laid out above is most important or least important? Which 
ones represent the best investment and should be trained first?  
 
 
 
 
 
 
 
 
 

Segmenting your training  
  
What staff segments have large skill gaps that need to be addressed?  
 
 
 
 
 
 
 
Is there a minimum seniority level that is required for training?  
 
 
 
 
 
 
 
Is there a minimum technology level that is required for training?  
 
 
 
 
 
 
 
Are there any other factors that need to be considered for training applicability?  
 
 
 
 
 
 
 
 
 
 
 
 



Establishing Outcomes  
  
What outcomes can we expect from each segment after training?  
 
 
 
 
 
 
 
How will the outcomes be measured?  
 
 
 
 
 
 


